Identifying Bounds on Sensing Coverage Holes in IoT Deployments
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Abstract—Sensing coverage in Wireless Sensor Network (WSN) research has received significant attention. The usage of WSNs within the Internet of Things (IoT) mandates taking IoT characteristics into account when considering sensing coverage. These characteristics include heterogeneity, ultra-large scale, dynamicity, randomness, and multiple ownership.

This paper provides an analytical study of sensing coverage in IoT where sensing resources (sensors) are: random, mobile or static, belong to different owners, and which are heterogeneous in terms of sensing and communication capabilities. We utilize Delaunay Triangulation (DT) to partition the target sensing region into triangles. The vertices of these triangles are IoT sensors. Since intra-triangle coverage holes are not uniform, our goal is to locally detect each hole and provide its bounds. First we determine the existence of an intra-triangle coverage hole, and then we provide a computation of lower and upper bounds of each local coverage hole. Our results are promising, and can be utilized in a multiplicity of coverage applications regardless of the sensors or deployment types.


I. INTRODUCTION

The vision behind IoT is to construct a large-scale, yet coherent, unified framework from different building technology blocks. Having one umbrella for different enabling technologies such as WSNs, Radio Frequency Identification (RFID) and 4G networks will utilize the full benefits of these technologies. Integrating such enabling technologies is still the greatest obstacle facing IoT realization. The challenge here is not tailoring enabling technologies such as WSN to adapt for IoT, but rather merge the WSN resources in a larger IoT pool of resources [1]. For example, consider heterogeneous temperature sensors that are deployed in a region and belong to three different sensing providers as shown in Fig. 1. These collective sensors can be viewed as shared resources and their cooperation can provide better quality of service. Usage of such shared resources can be further enhanced with participatory sensors (say in smartphones).

A main challenge in such IoT setting is determining sensing coverage, and determining the existence of coverage holes. Coverage holes exist when there are some points in the sensing field that are not covered by any sensors. Applications vary in their sensing coverage requirements. Some of them require single-sensing coverage, which means any point in the target region should be monitored by at least one sensor; while other applications require high coverage and, hence, require “k” sensors to monitor each point in the region [2].

Existing work on sensing coverage in WSN assume sensors are homogeneous and belong to only one sensing service provider. Most of the research addresses deterministic sensor placement and deployment planning to achieve greater coverage and/or to extend the network lifetime [4, 5]. Our research, on the other hand, investigates IoT sensing coverage where sensors are: a) heterogeneous as they have different functionalities and capabilities, b) randomly deployed which is the norm in IoT, and c) belong to different sensing service providers.

We identify the coverage holes and provide upper and lower bounds for these coverage holes. We utilize Delaunay Triangulation (DT) to partition the target sensing region into triangles. The vertices of these triangles are IoT sensors. Since intra-triangle coverage holes are not uniform, our goal is to locally detect each hole and provide its bounds. Intra-triangle coverage (ITC) procedure is distributed and requires only the vertices of each triangle to involve in the calculation which makes ITC procedure scalable and efficient in terms of power consumption. We provide theoretical analysis of IoT sensing coverage holes, and develop an efficient algorithm to detect coverage holes. We then provide upper and lower bounds of the identified coverage holes, and test the validity of the bounds empirically.

This research contributes towards the realization of a sensing cooperative IoT, in which the available sensing resources (from overlapped and overlaid sensors) are used to achieve a given coverage. As such, applications can determine whether to tolerate some coverage holes or whether to initiate a healing procedure to mitigate some coverage holes in the network. To the best of our knowledge, this is the only research that investigates IoT sensing coverage: identifying the coverage holes locally, and providing upper and lower bounds on each sensing coverage holes.

The remainder of this paper is organized as follows. Section II presents the problem formulation, assumptions of our research. Preliminarily results using Voronoi Diagram (VD) and DT toward efficient coverage will be addressed in Section III. Section IV is devoted to study in detail the Intra-triangle coverage, and the algorithm to detect and bound coverage holes. Section V presents experimental results to validate our proposed algorithm. Section VI concludes the paper and discusses future research directions.
II. PROBLEM DESCRIPTION

Given the dynamic and random deployment of IoT sensors, we are interested in detecting the coverage holes and providing upper and lower bounds on coverage holes in a distributed manner. The analysis exploits powerful structures in computational geometry such as the VD and DT. Our approach to detect and bound coverage holes depends only on the locality of each convex polygon of the computational structure that represents the sensing field.

A. Assumptions

We make the following assumptions:

1. IoT sensors can send/receive packets to/from their neighbors. This assumption is important to exchange the IoT sensors’ information locally through, probably, multi-hop in order to build our computational structure in a distributed way.
2. IoT sensors know their location.
3. No three IoT sensors are collinear. This assumption enables constructing the Delaunay Triangulation.
4. The sensing target field is bounded. This is the case for most IoT applications.

B. Network Model

Random deployment is the norm in IoT. This refers to the case where the placement of groups of IoT sensors (belonging to different providers) in the target field is independent from other groups. Let \( N = \{ s_i; s_i \text{ is an IoT sensor}; 1 \leq i \leq n \} \), be the collective set of IoT sensors with location of sensor \( s_i \) being \((x_i, y_i)\). Let \( s_i \) be an IoT sensor. We define \( NH(s_i) \) to denote the neighborhood of \( s_i \), that is, \( NH(s_i) = \{ s_j | d(s_i, s_j) \leq R_{ts_i} \text{ and } d(s_i, s_j) \leq R_{ts_j}, s_i \neq s_j, s_j \in N \} \), where \( d(s_i, s_j) \) is the Euclidean distance between \( s_i \) and \( s_j \), and \( R_{ts_k} \) is the transmission range of IoT \( s_k \). Each IoT sensor that receives this information is able to estimate its distance from the emitting sensor.

C. Sensing Model

There are different types of sensing models such as binary disk model and probabilistic sensing model. The latter depends on uncertainty in sensor detection. Therefore, it utilizes the detection probability when the point of sensing field is at distance greater than the value of uncertainty, but within the sensing range. In the binary disk model, a point in sensing field is covered if it is within the sensing range of at least one sensor. Otherwise, it is not covered, as given in the following equation:

\[
C(p) = \begin{cases} 
1 & \text{if } d(p, s_i) \leq R_{si} \\
0 & \text{otherwise}
\end{cases}
\]

where \( R_{si} \) is the sensing range of IoT sensor \( s_i \). Thus the binary disk model abstracts the sensing coverage of an IoT sensor \( s_i \) by a disk of radius \( R_{si} \). In this research, we adopt the binary disk model. Fig. 2 shows the disk model representation of the overlapped region in Fig. 1.

III. TWOARDS EFFICIENT SENSING COVERAGE : PRELIMINARY RESULTS

We now investigate the full coverage of target sensing field \( S \). Initially, we address the randomness of IoT sensors, but with similar values of sensing range, denoted as \( R_s \). We use the following definition of the coverage problem:

**Definition 1:** Let \( S \) denote the target sensing field. Let \( N = \{ s_i; s_i \text{ is a IoT sensor}; 1 \leq i \leq n \} \), be a set of IoT sensors with location \((x_i, y_i)\) in a plane. Each unknown IoT sensor \( s_i \) has estimated location \((x_i', y_i')\) and a sensing range \( R_s \). Let \( p \) be a point in \( S \), then \( p \) is said to be covered if there is at least one IoT sensor \( s_i \) such that \( p \) is within the distance \( R_s \) from \( s_i \). In other words, \( \{ s_i | d(p, s_i) \leq R_s, 1 \leq i \leq n \} \).

Let \( p \) be a point in \( S \). We call \( s_i \) a dominant sensor of point \( p \) if \( s_i \) has the shortest distance to \( p \) among all other sensors in \( S \). That is, \( dom(p) = \{ s_i | d(p, s_i) = \text{Min}(d(p, s_j), 1 \leq j \leq n) \} \), where \( s_i, s_j \in S \). Let \( \text{MaxMin}(S) = \max_{p \in S} (d(p, dom(p))) \), \( j \in [1, \infty) \), \( p_j \in S \). Note that if \( \text{MaxMin}(S) \leq R_s \) then \( S \) is fully covered. However, it is not feasible to obtain \( \text{MaxMin}(S) \) among infinite number of points \( p_j \) in \( S \). To overcome this problem, we utilize VD to cluster the sensing field \( S \) into adjacent convex polygons, called cells and denoted by \( \text{Vor}(s_i), \text{Vor}(s_2), \ldots, \text{Vor}(s_n) \). Each cell \( \text{Vor}(s_i) \) is associated with only one sensor \( s_i \), \( 1 \leq i \leq n \) as shown in Fig. 3. VD is constructed by drawing the perpendicular bisector of the line...
segment of each pair of sensors. The bisector line segments form the boundary of Voronoi cells. Each bisector line segment is called an edge and the endpoints of this edge are called vertices. For any point q in Vor(s), 1 ≤ i ≤ n, then s_i is the closest sensor to q. Note that if q is on a common edge of two neighboring polygons, then it is equidistant from the two sensors associated with these polygons [12]. The following lemma provides the necessary and sufficient conditions to have full coverage in VD.

![Fig. 3 VD partitions sensing field into convex cells](image)

**Lemma 1:**

Sensing field S is fully covered if and only if all vertices in its corresponding Voronoi diagram have a distance less or equal to R_s to their associated sensors.

**Proof.**

Proving the “only if” part is straightforward. We focus on the “if” part. Voronoi diagram partitions a sensing field into convex cells. The farthest point in any convex polygon from its associated sensor is one of its vertices. Let u be a vertex in Vor(s) with

\[ d(u, s) = \max_{j \in [1, n]} d(v_k, s), v_k \in V(\text{Vor}(s_j)) \] (1)

and \( V(\text{Vor}(s_j)) \) is the set of all vertices in \( \text{Vor}(s_j) \). This means MaxMin(S) = d(u, s). Therefore, for any point x in \( \text{Vor}(s_j) \), d(x, s) ≤ MaxMin(S) ≤ R_s. □

The coverage problem of sensing field S is now converted, by Lemma 1, from checking non-finite set of points in S into testing a finite set of points that represent the cell’s vertices of VD. This lowers the computational cost, adding to the feasibility of the solution. If we could maintain MaxMin(S) ≤ R_s, we guarantee the full coverage of S. Therefore, VD is a powerful tool to show the existence of coverage holes rather than to quantify the coverage of WSN [13]. This is because Voronoi polygons have different convex shapes with various numbers of edges and have a non-unit-circular model. Therefore, VD does not provide much information about the location and the size of each coverage hole in the field. Thus, we need to have a more efficient structure to control and track the boundary of each coverage hole. That is why we triangulate each Voronoi cell. The vertices of triangulation are the sensors. Two sensors s_i and s_j form a triangle edge if Vor(s_i) and Vor(s_j) have a common Voronoi edge e. This implies that the triangle edge s_isj is a segment of the perpendicular bisector line of e. This triangulation is called DT which provides angle-optimal planar triangles such that the circle that circumscribes any triangle, with non-collinear sensors, is devoid of any other sensors. Note that the strong property of convexity in VD is still held in DT as any triangle is the basic convex polygon. Next, we provide a corollary that links the coverage problem to the edges of DT.

**Corollary 1:**

Let R_e ≥ 2R_s, if the sensing field is fully covered, then the length of every Delaunay triangulation edge is at most 2R_s.

**Proof.**

Assume the sensing field S is fully covered, then every point in the field has a maximum distance of R_s from at least one sensor. Let x be a point on the bisector line of segment line joining two sensors s_1 and s_2. Point x is part of the common Voronoi edge between the Voronoi cells associated with s_1 and s_2. This means d(x, s_1) ≥ d(s_1, s_2) and d(x, s_2) ≥ d(s_1, s_2)/2. But d(x, s_1) = d(x, s_2) <= 2R_s which implies that d(x, s_1) + d(x, s_2) <= 2R_s. Thus, d(s_1, s_2) <= 2R_s. □

**A. Variable Sensing Range**

The heterogeneity in IoT means that sensors have different sensing ranges. Let R_s denotes the sensing range of IoT sensor s_i. Let s_i and s_j are two triangle vertices that have sensing ranges Rsi and Rsj, respectively, then the following lemma holds.

**Lemma 2:**

The triangle ∆ is fully covered if every pair s_i and s_j of its set of vertices satisfies the following conditions:

a) \( 2r \leq R_{si} + R_{sj} \)

b) \( d(s_i, s_j) \leq R_{si} + R_{sj} \).

**Proof.** Directly follows from the proofs of Lemma 1 and Corollary 1. □

Note that if L is the longest triangle side in ∆ and θ is an angle opposite L (largest angle) then for Lemma 2, it is enough to check condition b) against L only. Furthermore, the conditions in a) and b) are not independent as the relation between r and L is given by \( r = \frac{L}{2} \) where \( \delta = 2\sin\theta \). This implies that r is not always less than L and, hence, if the circumcenter is inside a triangle ∆, then it is enough, in this case, to check only condition a).

In the next section, we investigate how to detect and define the bounds of each uncovered area in DT.

**IV. INTRA-TRIANGLE COVERAGE**

The coverage problem is reduced by DT to studying the coverage of each individual triangle in DT. According to Lemma 2, if we could find two vertices s_i and s_j in ∆ with \( R_{si} + R_{sj} \) less than the maximum of their edge’s length and the radius of the circumcircle (the circumradius), then there is an uncovered area in the circumcircle of ∆. According to the
largest angle $\theta$ in $\Delta$, we differentiate three scenarios of the circumcenter: the circumcenter is inside $\Delta$ if $\theta < \frac{\pi}{2}$, outside $\Delta$ if $\theta > \frac{\pi}{2}$, or on the longest side opposite to $\theta = \frac{\pi}{2}$. Although DT provides the best possible optimal-angle planar triangles (angles around $\frac{\pi}{3}$), in random deployment it is possible to find largest angles greater than $\frac{\pi}{2}$. The following question then arises: What is the minimum density of sensors such that DT is well behaved?

Let $R_s$ be the minimum sensing range among all IoT sensors that participate in the coverage of the target field. In optimal cases, all angles of $\Delta$ are equal to $\frac{\pi}{3}$ (i.e. equilateral triangle) and the length of triangle’s side is $d = \sqrt{3}R_s$ [8]. Thus the area of a triangle is $\frac{3\sqrt{3}}{4}R_s^2$. Furthermore, the number of triangles in any triangulation is $2N-2-k$, where $N$ is the number of sensors and $k$ is the number of which are on the convex hull of $N$ [12]. Assume the sensing field $S$ has a size $L \times L$; the area size that should be covered by each triangle is $\frac{l^2}{2N-2-k}$. Therefore,

$$\frac{l^2}{2N-2-k} < \frac{3\sqrt{3}}{4}R_s^2$$  \hspace{1cm} (2)

This gives

$$\frac{2l^2}{3\sqrt{3}R_s^2} + \frac{2 + k}{2} < N$$  \hspace{1cm} (3)

We assume that the minimum density is achieved. Let $s_i$ be an IoT sensor vertex in a triangle $\Delta$. Then $s_i$ contributes to the intra-triangle sensing coverage of $\Delta$. The coverage contribution of $s_i$ is the size of the angular sector centered at $s_i$ with radius $R_{si}$. Calculating the contribution of $s_i$ in $\Delta$ requires the angle at $s_i$. Since the lengths of all edges of $\Delta$ are known, we use the cosine formula to extract the angle at each sensor. That is

$$\alpha = \cos^{-1}\left(\frac{a^2 + b^2 - c^2}{2ab}\right)$$  \hspace{1cm} (4)

where $a$, $b$ and $c$ are the lengths of $\Delta$’s sides, and $\alpha$ is the angle opposite to side of length $c$. Therefore, the coverage contribution of IoT sensor $s_i$ is

$$\text{CNT}(s_i, \Delta) = \frac{\alpha}{2}R_{si}^2$$  \hspace{1cm} (5)

where $\alpha$ is the angle at $s_i$ in triangle $\Delta$. The following formula gives the intra-triangle coverage of $\Delta$, denoted by $\text{ITC}(\Delta)$. That is

$$\text{ITC}(\Delta) = \sum_{s_i \in \partial(V(\Delta))} \text{CNT}(s_i, \Delta) - A_{\text{mut}},$$  \hspace{1cm} (6)

where $A_{\text{mut}} = (A_{1,2} + A_{1,3} + A_{2,3}) - A_{1,2,3}$, $V(\Delta)$ is the set of the three vertices of $\Delta$, and $A_{ij}$ is the common area size contributed by both angular sectors centered at vertices $s_i$ and $s_j$, and $A_{1,2,3}$ is the area covered by all three vertices.

### A. Discovering Coverage Holes

Assume a random deployment of IoT sensors in terrain $S$. Without loss of generality, we assume that IoT sensor network is stationary at the time instance of discovering the coverage holes. A low computational cost and distributed algorithm can be used to construct a DT of $S$ such as the localized algorithm in [14]. Clearly, the uncovered area will be inside $\Delta$ if the largest angle $< \frac{\pi}{2}$. Otherwise the uncovered area is extended to outside $\Delta$. The latter case will be considered by the intra-coverage analysis of the neighboring triangle that contains the circumcenter of $\Delta$. However, it is still possible to find part of the uncovered area inside $\Delta$ in the case where $d(s_i, s_j) > R_{si} + R_{sj}$ for any two vertices $s_i$ and $s_j$ in $\Delta$. For the first case, the centroid of the coverage hole will be computed as well as the boundary of this hole which will be discussed next.

The intra-triangle uncovered areas have different shapes; however, we model the upper and lower bounds of each uncovered area in triangle $\Delta$ as circles. The lower bound circle is a circle centered in the centroid of the polygon that strictly contains the uncovered area in $\Delta$; it is the largest circle that can be inscribed inside the uncovered area. On the other hand, the upper bound circle is the minimum circle that circumscribes the uncovered area of $\Delta$. To compute lower and upper bounds for the uncovered area in $\Delta$, we follow the following procedure: first, we find a set $U$ of intersection points, namely the angular sectors and the edges of $\Delta$, and the intersection points of the angular sectors themselves. Let $s_i$ and $s_j$ are two vertices in $\Delta$. If $R_{si} + R_{sj} > d(s_i, s_j)$ we exclude the intersection points between the circles centered in $s_i$ and $s_j$ and the edge $s_is_j$. Let $U'$ be the new set of intersection points. The points of $U'$ form a polygon $P$. Our goal is to find the minimum/ maximum circle that circumscribes/inscribed-in $P$. To do that, we need to determine the centroid $c$ of this polygon. The coordinates of the centroid is given by the following formula [15]:

$$c_x = \frac{1}{6A} \sum_{l=0}^{\lfloor \frac{|U'|}{2} \rfloor} (x_i + x_{i+1})(x_iy_{i+1} - x_{i+1}y_i)$$  \hspace{1cm} (7)

$$c_y = \frac{1}{6A} \sum_{l=0}^{\lfloor \frac{|U'|}{2} \rfloor} (y_i + y_{i+1})(x_iy_{i+1} - x_{i+1}y_i)$$  \hspace{1cm} (8)

where $A$ is given by $A = \frac{1}{2} \sum_{l=0}^{\lfloor \frac{|U'|}{2} \rfloor} (x_iy_{i+1} - x_{i+1}y_i)$, and $(x_i, y_i)$ and $(x_{i+1}, y_{i+1})$ are two consecutive points on $P$’s hull. Let $R_{c} = \min_{p \in U'} d(c, p_i)$ . The circle centered in $c$ with radius $R_c$ represents a lower bound of the uncovered area in $\Delta$. Likewise, let $R_u = \max_{p \in U'} d(c, p_i)$. Then $\pi R_u^2$ represents the size of the minimum circle that circumscribes $P$ and, hence, considers as an upper bound of the uncovered area in $\Delta$.Therefore, we have the following bounding formula:

$$\pi R_c^2 < \text{Uncovered Area} < \pi R_u^2$$  \hspace{1cm} (9)

where both bounding circles are centered at the centroid of a polygon $P$ that contains the uncovered area. It should be noted here that the use of centroid instead of circumcenter of $\Delta$ is more effective for the following reasons: 1) the circumcenter of $\Delta$ does not always
results from Fig. 4 demonstrate the consistency and the validity of our approach in a typical setting with well-understood sensing coverage parameters.

Fig. 4 Coverage percentage vs. sensor density.

We next demonstrate the performance and consistency of the LUB algorithm. To assess scalability, we enlarge the target field to be 500x500 (m^2) with IoT sensors N=600, and the value of average sensing range to be 20 m (with variance of 5 m), unless otherwise stated. Fig. 5 shows that the upper and lower bounds are slightly tighter (closer to the actual size of the coverage hole) as the IoT sensor density increases. This is because adding more IoT sensors will fine tune large uncovered areas and, therefore, makes the bounds closer to the actual size of coverage holes. Increasing the density maintains the largest angle of any triangle in DT within the range of optimality (i.e. \( \frac{\pi}{3} \)), i.e. DT is well behaved. Note that the lower bound is on average twice as much closer to the actual size of coverage hole than the upper bound.

Fig. 5 Lower and upper bound of uncovered area with different sensing range values.

Next, we show the impact of the sensing coverage on the derived bounds. We set the variance of sensing coverage of all IoT sensors to be 5m around the average sensing coverage. The results show that the average IoT sensing range enhances the behaviour of LUB algorithm and the values of the bounds becomes closer to the actual size of the coverage hole as shown in Fig. 6. As the average sensing coverage increases, both bounds converge to the actual size of coverage hole and this is expected as the uncovered areas becomes smaller and finer.
VI. CONCLUDING REMARKS

The continuing research in IoT sensing coverage is essential for the realization of IoT. This study investigates the IoT sensing coverage problem where heterogeneous and randomly deployed IoT sensors are considered. Computational geometry provides a localized approach that enabled us to discover the problem in a distributed manner, by addressing the intra-triangle coverage, detecting the coverage holes, and providing lower and upper bounds for coverage holes. Our findings provide a solid input for many IoT large-scale coverage applications to either tolerate or call a healing procedure to gap, the coverage loss.

The results reinforce the importance of cooperative sensing coverage of multiple sensing providers. Collective IoT sensors not only improve the percentage sensing coverage, but also enhance the identification of the bounds of coverage holes among these networks. This study also shows the possibility that heterogeneous networks which provide cooperative sensing coverage can expand their lifespan by preserving energy while maintaining the average sensing range at a desired level.

Future work includes the study of possible inaccuracies in localizing some IoT sensors. For example, recent research [18] showed the impact of anchor misplacement on localization accuracy and how this affects the coverage quality. As well, investigating the connectivity of IoT network (i.e. connection coverage) is crucial to keep all IoT resources communicating with each other to exchange information, resource re-use and routing. For instance, relay nodes (RNs) can be deployed to increase the connectivity and lifetime of the network [19].

Another direction is looking into sufficient sensing coverage in overlapped IoT sensors. Given a set of deployed sensors of multiple sensing providers, what is the subset of sensors that provides the best coverage and/or monetary cost.
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